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Details of Content beyond Syllabus Activities-2023-24 (ODD) 

 
 

Semester/ 

Section 

Course 

Name 

Content beyond 

syllabus activity 

conducted 

POs 

Covered 

Faculty Number 

of 

students 

Particip

ated 

III /B Social Connect 
&Responsibility-
BSCK307 

Module wise exhibition  1,2,3,5,9,10 Mrs. Shruthi T S 69 

III/C Object 

Oriented 

Programming  

with JAVA-

EBCS306A 

Infosys Springboard: 

certificate 

On Java Essentials 

1,2,3,5,9,10 Mrs. Ramya r 67 

V/A&B Automata 

theory and 

Compiler 

Design-

21CS51 

Infosys Springboard: 

certificate 

On Computational 

Theory :Language 

Principle &Finite 

Automata Theory  

9,10,12 Dr.Sunita 

Chalageri 

130 

V/A Computer 

Network-

21CS52 

Mini Project 5,9,12 Dr.Rekha B 

Venkatapur 

69 

V/B Computer 

Network-

21CS52 

Mini Project 5,9,12 Dr.Rekha B 

Venkatapur 

69 

 

VII/A&B 

Big Data 

Analytics-

18CS72 

Skill up certificate on 

Introduction to the 

Components of Hadoop 

for Beginners 

1,2,3,5,9,10,12 Dr 

R.Senkamalav

alli 

120 

 

 



1



2



1



2



Acadenmic Year 

Name of the 
Faculty 
Course Name 
/Code 

S 

Semester/Section 
Activity Name 
Topic Covered 
No. of 

Participants 
Objectives/Goals 

ICT Used 

K.S. INSTITU'TE OF TECHNOLOGY, BANGALORE- 560109 DEPARTMENT OF COMPUTER SCIENCE AND ENGINEERING 
TEACHING AND LEARNING 

Relevant C0's 

Relevant PO's: 
Significance of 
Results/Outcome 

Reflective 
Critique 

CONTENT BEYOND SYLLABUS REPORT 

2023-2024(odd) 
Dr.Sunita Chalageri 

Automata Theory and Compiler Design(21 CS51) 

s"A and B 
Online Certification(Infosys Springboard) 
Finite Automata Theory 
130/130 

To understand the topic more precisely 

Appropriate Method/Instructional Materials/Exam Questions: 

To improve the self-learning skills of students 

Infosys Springboard: Language principle & Finite automata theory 

E-Learning 

CO1,C02,C03,C04,CO5 
PO9, P010,PO12 

Students were able to understand theConcepts of automata theory and its applications. 

Certification courses help studentsshow and build their expertise in Courses selected 

Certificationcourses aim to help students sharpen their skill sets and get prepared for the workplace. The activity provided a platform for students to apply their knowledge of Automata Theory. 

Proofs :https://drive.google.com/drive/u/2/folders/1rpPoS3nXik8tfUloZxEc1TvqBScBg8JL 

Sample copy of the certificate attached 



hsand on Sunay. December 24, 2923 

COURSE COMPLETION CERTIFICATE 

Infoss 

To vetih, Kan the R code at hrstfoNNngsAnco 

Signature of Course In charge 

The certificate is awarded to 

Computational Theory: Language Principle & Finite Automata Theory 

Reddy Tejaswini A 
for successfully completing the course 

on December 23, 2023 

Infoss Sringtuoard 

Thurumala Arahi 
Senior VKPrestnrt Head 

EcáKation, Trararng and sesnent.ETA 
Idosyss 

Signature of HOD 

KS. tnstilute o rechnology Beng alutr -560 09 



 

K.S. INSTITUTE OF TECHNOLOGY, BANGALORE - 560109 

DEARTMENT OF COMPUTER SCIENCS & ENGINEERING 
TEACHING AND LEARNING 

CONTENT BEYOND  REPORT 
 

Academic Year 2023-2024 (ODD) 

Name of the Faculty Dr Rekha B Venkatapur 

Course Name /Code Computer Programming / 21CS52 

Semester/Section 5th  A  

Activity Name Mini Project 

Topic Covered Wireshark tool and Network traffic analysis  

Date                  29-2-24 &   14-3-2024       

No. of Participants Total students =69. 

 Project implementation done in teams  

Objectives/Goals To analyse the Network traffic parameters  

Gaps Identified   Real time Network analyser tool usage  

Mode of Delivery of content Beyond 

Syllabus  

Project Implementation  

ICT Used Wireshark tool, Internet facility to analyse 

traffic  

Appropriate Method/Instructional materials/Exam Questions 

 

Students are grouped in teams. The parameters are defined, wireshark user guide is shared to 

the students and training is given to analyse the traffic Students of the team are asked to 

identify appropriate techniques for analyzing parameters.  

Mini Project Titles and Problem statement along with objectives are framed by Course in 

charge.   

The Topics  of Mini Project are as follows  

Web Server monitoring techniques 

Flooding attack detection using anomaly techniques with wireshark 

Detecting TCP Xmas Scan using pattern analysis techniques  

 

Out come  

In this discussion, key questions to be examined are  

1. How well the students understood the topics taught in the class? 

2. Whether they are indulging in experiential learning by practicing the commands? 

3. Are they able to work as an individual and present the work? 

4. Are they able to work as a team to accomplish assigned task?  

 

 

Relevant PO’s:  PO: PO5, PO9 and PO12  

Significance of Results/Outcomes Students able to complete the task, got experiential 

learning environment, learnt new tool  

Reflective Critique Individual and team contributions are exhibited  



 
 

Proofs (Photographs/Videos/Reports/Charts/Models) 

 

 

 
   Fig 1  Web Server monitoring techniques Mini Project Demo by Masum Kumar (Team   

          Leader) 

 

 
 

Fig 2. .  Detecting TCP Xmas Scan using pattern analysis techniques - Mini Project 

demonstration session by Sri Sai (Team Leader) 

 

 



 

 

     Important dates: 

 

Sl.No Details Date 

1.  

 

  Date of issue of topics for presentation  12-2-2024 

2.  Dates for Appeal/challenge (on or before)  24-2-2024 

3.  Last date for the submission of the Project report (OR) 
If it is a poster presentation, the posters should be submitted in 

person by the batch of students. 

 11-3-2024 

4.  Demo Presentation date [as per schedule shared] 29-2-2024 

5.  Date of announcement of evaluation details for demo/oral 

presentation/ poster presentation 
 16-3-2024 

Note: A 

ssignments marks will not be given if assignments submitted on later dates and failed to present a seminar/demo. 

 

 

 

 

 

 

 
 

Fig 3.  Flooding attack detection using anomaly techniques with wireshark 

Mini Project demonstration session by Iman Ghori ( Team Leader)  



 
 

 

 
Guidelines for Project Report  
The project report should contain the following: 
• Cover page 

• Certificate 

• Contents 

• Introduction 

• Objectives -Tasks  

• Methodology/Details of Project 

• Results 

• Conclusion 

• Personal Reflections and learning  

• References  

 

 

Rubrics/Evaluation Strategy 
 

Sl. No Criteria Marks 

1. Tool Learning  and Results 2 

2. Quality of Team Demo  2 

3.  Quality of Project Report 2 

4. Usefulness to society/environment 2 

5. Individual Contribution to Project 2 
 

Total  10 

 

 

 

                                                        

 

                                                                   



 

K.S. INSTITUTE OF TECHNOLOGY, BANGALORE - 560109 

DEARTMENT OF COMPUTER SCIENCS & ENGINEERING 
TEACHING AND LEARNING 

 CONTENT BEYOND REPORT 
 

Academic Year 2023-2024 (ODD) 

Name of the Faculty Dr Rekha B Venkatapur 

Course Name /Code Computer Programming / 21CS52 

Semester/Section 5th  B 

Activity Name Mini Project 

Topic Covered Wireshark tool and Network traffic analysis  

Date                            26-2-2024 

No. of Participants Total students =69. 

 Project implementation done in teams  

Objectives/Goals To analyse the Network traffic parameters  

Gaps Identified   Real time Network analyser tool usage  

Mode of Delivery of content Beyond 

Syllabus  

Project Implementation  

ICT Used Wireshark tool, Internet facility to analyse 

traffic  

Appropriate Method/Instructional materials/Exam Questions 

 

Students are grouped in teams. The parameters are defined, wireshark user guide is shared to 

the students. Students of the team are asked to identify appropriate techniques for analyzing 

parameters for ex. 

The Topics  of Mini Project are as follows  

Web Server monitoring techniques 

Active and Passive FTP Design and security analysis  

Simulation of PING Flood and Analysis using wireshark  

 

Out Come :  

In this discussion, key questions to be examined are  

 

1. How well the students understood the topics taught in the class? 

2. Whether they are indulging in experiential learning by practicing the commands? 

3. Are they able to work as an individual and present the work? 

4. Are they able to work as a team to accomplish assigned task?  

 

 

Relevant PO’s:  PO: PO5, PO9 and PO12  

Significance of Results/Outcomes Students able to complete the task, got experiential 

learning environment, learnt new tool  

Reflective Critique Individual and team contributions are exhibited  



 
 

Proofs (Photographs/Videos/Reports/Charts/Models) 

 
 

   Fig 1  Web Server monitoring techniques Mini Project Demo  

 



 

 
 

Fig 2. - Mini Project demonstration session - Simulation of PING Flood and Analysis using 

wireshark  

 

 



 

 

     Important dates: 

 

Sl.No Details Date 

1.  

 

  Date of issue of topics for presentation  12-2-2024 

2.  Dates for Appeal/challenge (on or before)  24-2-2024 

3.  Last date for the submission of the Project report (OR) 
If it is a poster presentation, the posters should be submitted in 

person by the batch of students. 

 11-3-2024 

4.  Demo Presentation date [as per schedule shared] 26-2-2024 

5.  Date of announcement of evaluation details for demo/oral 

presentation/ poster presentation 
 16-3-2024 

 
 

Fig 3. Photograph of Mini Project demonstration session - Active and Passive FTP Design and 

security analysis  

 

 



 

Note: Assignments marks will not be given if assignments submitted on later dates and failed to present a 

seminar/demo. 

 
Guidelines for Project Report  
The project report should contain the following: 
• Cover page 

• Certificate 

• Contents 

• Introduction 

• Objectives -Tasks  

• Methodology/Details of Project 

• Results 

• Conclusion 

• Personal Reflections and learning  

• References  

 

 

Rubrics/Evaluation Strategy 
 

Sl. No Criteria Marks 

1. Tool Learning  and Results 2 

2. Quality of Team Demo  2 

3.  Quality of Project Report 2 

4. Usefulness to society/environment 2 

5. Individual Contribution to Project 2 
 

Total  10 

 

 

 

                                                                  






